**Privacy Policy for Mobile Apps:**

No individually identifiable data is transferred or transmitted to VA in any way through the use of the app. VA mobile apps do not collect any information about your location and do not knowingly share any information with third parties. Any information that you enter, such as names, phone numbers, addresses, images, or music remains remains your sole property and will not be accessed, stored, or shared by VA.

VA mobile apps do collect information about how you use the app, such as which sections of the app you visit, and your responses to surveys. This information is used for the sole purpose of improving how well the app works and correcting bugs that create problems for users. This information is strictly anonymous (meaning that it is never linked to any personal information) and will never be shared with or sold to a third party. VA mobile apps make it possible to turn off “Anonymous Usage Data” if you do not wish to help VA improve the app. In the Settings menu, look for the “Anonymous Usage Data” and switch to the “off” setting if you do not wish to share any anonymous information.

VA does make use of some third-party software development kits (SDKs) that make it possible to identify crashes (that is, extreme problems that make the app stop working) and keep the content up-to-date with the latest scientific and clinical guidelines. VA mobile apps do not share personal or identifying information with any of these vendors. Some VA mobile applications make use of the following SDKs:

* Google Firebase (give specifics, including link to privacy policy)
* Google Crashlytics (give specifics, including link to privacy policy)
* Others? (get list from Vertical)

You also acknowledge that it is your sole responsibility to protect and otherwise secure any information captured and stored by the software once installed on your device.